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Processor	 •	 Intel®	Xeon	E3-1220	3.1GHz	80W	
Chipset		 •	 Intel®	C224	Express	PCH
Main	Memory		 •	 2x	DDR3	ECC	4GB	Registered	Memory
Network	 •	 DUAL	Broadcom®	5788	PCI-Express	Gigabit	LAN
Storage		 •	 1x	Intel	530	Series	SSD	120GB	SATA-6G

Rear	I/O	Ports	 •	 Integrated	IPMI2.0	KVM	over	IP	(1	RJ-45,	2	USB)
	 	 •	 1	x	D-Sub	VGA	port	(dual	display	supported)
	 	 •	 2	x	RJ-45	Gigabit	LAN	port
	 	 •	 4	x	USB	2.0/1.1	(2	Rear,	2	KVM)

Chassis		 •	 One	2.5”	HD/Solid	State	Drive	Bay
Power	 		 •		 Dual	90V~264V	AC	C14,	Hot	Swappable	300W	Power	
Supply	for	1U
Certification	 •	 FCC,	CE,	ETL(UL)

Environment	 •	 Operating	Temperature:10	to	35°C
	 	 •	 Non-operating	Temperature:-40	to	70°C
	 	 •	 Operating	Relative	Humidity:8%	to	90%
	 	 •	 Non-operating	Humidity:5%	to	95%	

OS	 	 •	 Windows	Server	Essentials	2012	R2
Access	 	 •	 Racknet’s	interface	is	designed	to	be	viewed	and		
	 	 	 managed	via	web	browser.		Racknet	can	be	accessed		
	 	 	 locally	at	the	terminal,	via	the	internal	network,	via		
	 	 	 VPN,	or	RDP.		Security	issues	will	be	mitigated	as		
	 	 	 the	server	resides	on	the	network	behind	the	user		
	 	 	 firewall	and	is	not	open	to	unrestricted	public	access.


